Приложение №1 к Распоряжению об утверждении ведомственной целевой Программы «Обеспечение безопасности и надежности при эксплуатации информационно-коммуникационных систем и баз данных в администрации Саткинского муниципального района на 2012 год»

от 31.12.2011 № 1582-р

# ВЕДОМСТВЕННАЯ ЦЕЛЕВАЯ ПРОГРАММА

# «Обеспечение безопасности и надежности при эксплуатации информационно-коммуникационных систем и баз данных в администрации Саткинского муниципального района на 2012 год»

г. Сатка,

2011 г.

**ПОЯСНИТЕЛЬНАЯ ЗАПИСКА**

На территории Саткинского муниципального района системно повышается роль информационных технологий в развитии взаимодействия между органами государственной власти, местного самоуправления и гражданами. В связи с чем, информационная безопасность становится социально значимым фактором, обусловленным недопущением разглашения информации ограниченного доступа, в т.ч. касающейся частной жизни граждан.

Безопасность персональных данных при их обработке в информационных системах персональных данных (далее – ИСПДн) должна обеспечиваться с помощью системы защиты персональных данных, включающей организационные меры и средства защиты информации (в том числе шифровальные (криптографические) средства, средства предотвращения несанкционированного доступа, утечки информации по техническим каналам, программно-технических воздействий на технические средства обработки персональных данных), а также используемые в информационной системе информационные технологии.

В рамках Программы необходимо повысить эффективность функционирования средств информационно-коммуникационных технологий (далее – ИКТ), используемых в рамках управленческой деятельности администрации Саткинского муниципального района и обеспечить комплексную защиту персональных данных.

ПАСПОРТ

ВЕДОМСТВЕННОЙ ЦЕЛЕВОЙ ПРОГРАММЫ

|  |  |
| --- | --- |
| Наименование главного распорядителя средств районного бюджета | Администрация Саткинского муниципального района |
| Наименование Программы | Ведомственная целевая Программа «Обеспечение безопасности и надежности при эксплуатации информационно-коммуникационных систем и баз данных в администрации Саткинского муниципального района на 2012 год» |
| Должностное лицо, утвердившее Программу, дата утверждения, наименование и номер соответствующего нормативного акта | Постановление администрации Саткинского муниципального района от \_\_\_\_\_\_\_\_ № \_\_\_\_\_\_\_ «Об утверждении ведомственной целевой Программы «Обеспечение безопасности и надежности при эксплуатации информационно-коммуникационных систем и баз данных в администрации Саткинского муниципального района на 2012 год» |
| Стратегическая цель, на достижение которой направлена основная цель Программы | Согласно постановлению администрацииСаткинского муниципального районаот 25.02.2011 г. N 232 "Об основных направлениях развития Саткинского муниципального района на 2011-2015 годы по эффективной реализации Стратегического плана развития Саткинского муниципального района до 2020 года", стратегической целью является создание информационного общества. |
| Основная цель деятельности главного распорядителя средств районного бюджета | Повышение эффективности функционирования средств информационно-коммуникационных технологий (далее – ИКТ), используемых в рамках управленческой деятельности администрации Саткинского муниципального района и обеспечение комплексной защиты персональных данных. |
| Цели и задачи Программы | *Основными целями Программы являются:***1.** Повышение эффективности функционирования средств информационно-коммуникационных технологий (далее – ИКТ), используемых в рамках управленческой деятельности администрации Саткинского муниципального района;**2.** Комплексная защита персональных данных в администрации Саткинского муниципального района. *Задачи Программы:*1. Создание необходимого уровня безопасности при обработке конфиденциальной информации, в соответствии с требованиями Федерального закона №152-ФЗ «О персональных данных», в частности, защитить персональные данные от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения и других неправомерных действий за счет современных способов защиты информации;
2. Обеспечить обновление ИКТ-оборудования и иной сопутствующей офисной техники;
3. Обеспечить эксплуатацию в информационных системах и базах данных сертифицированного и лицензионного программного обеспечения (далее – ПО), обеспеченного технической поддержкой со стороны разработчиков данного ПО;
4. Обеспечить обновление и приобретение лицензий на право использования антивирусных, антиспаммерских и антишпионских программных комплексов;
 |
| Целевые индикаторы и показатели Программы с разбивкойпо годам и по источникам финансирования | **По задаче №1:** Создание необходимого уровня безопасности при обработке конфиденциальной информации, в соответствии с требованиями Федерального закона №152-ФЗ «О персональных данных», в частности, защитить персональные данные от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения и других неправомерных действий за счет современных способов защиты информации:• Доля специалистов администрации Саткинского муниципального района, обрабатывающих персональные данные на защищенных информационных системах:- 2012 год – 100%, достижение показателя за счет бюджета Саткинского муниципального района.Данный показатель определяется как отношение количества специалистов администрации Саткинского муниципального района занимающихся обработкой ПДн на общее количество автоматизированных рабочих мест, которые необходимо защитить в соответствии с Федеральным законом №152-ФЗ «О персональных данных».**По задаче №2:** Обеспечить обновление ИКТ-оборудования и иной сопутствующей офисной техники:• Количество установленных источников бесперебойного питания (ИБП):- 2012 год – 9 штук, достижение показателя за счет средств Саткинского муниципального района.• Количество аппаратных комплексов, являющихся неотъемлемой частью автоматизированного рабочего места (АРМ):- 2012 год – 6 штук, достижение показателя за счет средств бюджета Саткинского муниципального района.• Количество установленных копировально-печатающих устройств:- 2012 год – 2 штуки, достижение показателя за счет средств Саткинского муниципального района.**По задаче №3:** Обеспечить эксплуатацию в информационных системах и базах данных сертифицированного и лицензионного программного обеспечения (далее – ПО), обеспеченного технической поддержкой со стороны разработчиков данного ПО:• Количество установленных лицензий на право использования операционных систем Windows PRO 7, являющихся неотъемлемой частью АРМ:- 2012 год – 5 штук, достижение показателя за счет средств бюджета Саткинского муниципального района.• Количество установленных лицензий на право использования приложения Office 2010 Russian:- 2012 год – 5 штук, достижение показателя за счет средств бюджета Саткинского муниципального района.**По задаче №4:** Обеспечить обновление и приобретение лицензий на право использования антивирусных, антиспаммерских и антишпионских программных комплексов:• Количество установленных лицензий на право использования антивирусного сертифицированного ФСБ и ФСТЭК России программного обеспечения:- 2012 год – 1 штука, достижение показателя за счет средств бюджета Саткинского муниципального района. |
| Характеристика мероприятий Программы | 1. Организация обеспечения безопасности, в т.ч. техническая защита персональных данных;
2. Обновление ИКТ-оборудования и иной сопутствующей офисной техники;
3. Внедрение в информационные системы и базы данных сертифицированного и лицензионного программного обеспечения;
4. Обновление и приобретение лицензий на право использования антивирусных, антиспаммерских и антишпионских программных комплексов;
 |
| Сроки реализации Программы | Программа рассчитана на один календарный год — с 1 января по 31 декабря 2012 года |
| Объемы и источники финансирования Программы с разбивкойпо годам | - Финансирование в2012 году составит – 536 тыс. рублей, за счет средств бюджета Саткинского муниципального района. |
| Ожидаемые конечные результаты реализации Программы и показателисоциально-экономической эффективности | *В результате реализации мероприятий Программы предполагается:*- Обеспечение конституционных прав граждан в области защиты их персональных данных от преступных посягательств (реализация конституционных положений, закрепляющих право каждого гражданина на неприкосновенность частной жизни);- Повышение авторитета, деловой репутации, степени доверия и престижа администрации Саткинского муниципального района в части качества обработки персональных данных;- Недопущение судебных исков к администрации Саткинского муниципального района в части нарушений прав субъектов персональных данных на неприкосновенность частной жизни;- Обеспечение гарантированной надежности и сохранности персональных данных;- Обеспечение стабильности и устойчивости существующих информационных систем и баз данных;- Создание комфортных условий работы специалистов администрации, использующих информационно-коммуникационные технологии. |

**РАЗДЕЛ I. СОДЕРЖАНИЕ ПРОБЛЕМЫ И ОБОСНОВАНИЕ НЕОБХОДИМОСТИ ЕЕ РЕШЕНИЯ ПРОГРАММНЫМИ МЕТОДАМИ**

* 1. На территории Саткинского муниципального района системно повышается роль информационных технологий в развитии взаимодействия между органами государственной власти, местного самоуправления и гражданами. В связи с чем, информационная безопасность становится социально значимым фактором, обусловленным недопущением разглашения информации ограниченного доступа, в т.ч. касающейся частной жизни граждан.
	2. Доступность средств вычислительной техники привела к распространению компьютерной грамотности в широких слоях населения, что закономерно привело к увеличению числа попыток неправомерного вмешательства в работу государственных автоматизированных систем. К сожалению, многие из этих попыток имеют успех и наносят значительный урон всем заинтересованным субъектам информационных отношений. Положение усугубляется тем, что законодательное (правовое) и нормативное обеспечение защиты интересов субъектов информационных отношений отстает от потребностей личности, общества и государства. Отставание в области создания стройной и непротиворечивой системы законодательно-правового регулирования отношений в сфере использования информации создает условия для возникновения и распространения «компьютерной преступности». Еще одним весомым аргументом в пользу усиления внимания к вопросам защиты информации является бурное развитие и распространение так называемых компьютерных вирусов, способных скрытно существовать в информационно-телекоммуникационных системах и совершать потенциально любые несанкционированные действия. Особую опасность для таких систем представляют злоумышленники, специалисты-профессионалы в области информационных технологий, досконально знающие все достоинства и слабые места вычислительных систем и располагающие подробнейшей документацией, а также самыми совершенными инструментальными и технологическими средствами для анализа и взлома механизмов защиты. Все это требует усиления государственного внимания к вопросам организации защиты персональных данных, принятия дополнительных мер правового и технического характера, сложных по реализации и затратных по исполнению.
	3. Неправомерное искажение или фальсификация, уничтожение или разглашение персональных данных, равно как и дезорганизация процессов их обработки и передачи в информационно-управляющих системах наносят серьезный материальный и моральный урон органам государственной власти, бюджетным учреждениям и другим субъектам, участвующим в процессах автоматизированного информационного взаимодействия. Жизненно важные интересы этих субъектов, как правило, заключаются в том, чтобы персональная информация была бы постоянно легко доступна и, в то же время, надежно защищена от неправомерного ее использования, нежелательного разглашения, фальсификации, незаконного тиражирования или уничтожения.
	4. Безопасность персональных данных должна достигаться путем исключения несанкционированного, в том числе случайного, доступа к персональным данным, результатом которого может стать их уничтожение, изменение, блокирование, копирование или несанкционированное распространение.
	5. Безопасность персональных данных при их обработке в информационных системах персональных данных (далее – ИСПДн) должна обеспечиваться с помощью системы защиты персональных данных, включающей организационные меры и средства защиты информации (в том числе шифровальные (криптографические) средства, средства предотвращения несанкционированного доступа, утечки информации по техническим каналам, программно-технических воздействий на технические средства обработки персональных данных), а также используемые в информационной системе информационные технологии.
	6. Специалисты администрации Саткинского муниципального района при обработке персональных данных обязаны принимать необходимые организационные и технические меры по защите ПДн.
	7. Конкретные методы и способы защиты информации в ИСПДн установлены методическими документами Федеральной службы по техническому и экспортному контролю и Федеральной службы безопасности Российской Федерации. Средства защиты информации, применяемые в информационных системах, в установленном порядке должны проходить процедуру оценки соответствия. Оценку достаточности принятых мер по обеспечению безопасности персональных данных при их обработке в информационных системах предписано проводить на постоянной основе.
	8. В настоящее время в вопросах защиты персональных данных в администрации Саткинского муниципального района существует ряд недостатков:
* в технических заданиях и проектной документации на введенные в эксплуатацию системы ПДн отсутствуют требования по защите информации;
* не выполняются работы по анализу угроз безопасности ИСПДн (в результате этого возможные каналы утечки информации не определены, мероприятия по их закрытию не спланированы);
* не организованы необходимые меры защиты в ИСПДн;
* не внедряются сертифицированные программные и технические средства защиты;
* не выполняются работы по аттестации ИСПДн, согласно требованиям по безопасности информации;
* передача персональных данных осуществляется в открытом (незащищенном) режиме;
* отсутствует достаточное количество квалифицированных специалистов, ответственных за обеспечение безопасности ПДн.

В результате в администрации Саткинского муниципального района создаются условия для:

* нарушения конфиденциальности персональных данных путем перехвата техническими средствами разведки, хищения или копирования;
* блокирования информации (нарушения доступности к ПДн);
* уничтожения ПДн;
* модификации (искажения) ПДн;
* нарушения адресности при передаче ПДн по каналам связи;
* отрицания подлинности ПДн;
* навязывания ложной информации.
	1. Важным вопросом развития ИКТ является эффективное их применение, а именно обеспечение работоспособности информационных систем и баз данных, их устойчивость к воздействиям угроз различного характера:
* физический и моральный износ ИКТ-оборудования;
* нестабильное энергообеспечение ИКТ-оборудования (аварии и отклонения от заданных параметров в системе энергообеспечения);
* нестабильность в работе или моральное устаревание программного обеспечения;
* вирусная компьютерная активность;
* недостаточное внимание к уровню подготовки кадров, как в области эксплуатации средств защиты информационных систем и баз данных, так и в области использования информационных технологий (обеспечение элементарных условий безопасности данных на рабочем месте).
	1. Проблемы, решаемые в рамках настоящей ведомственной Программы, базируются на приоритетах и целях деятельности администрации Саткинского муниципального района и отвечают критериям формирования перечня муниципальных ведомственных Программ.

**РАЗДЕЛ II. ОСНОВНЫЕ ЦЕЛИ И ЗАДАЧИ**

* 1. Цель Программы:
* Повышение эффективности функционирования средств информационно-коммуникационных технологий (далее – ИКТ), используемых в рамках управленческой деятельности администрации Саткинского муниципального района.
* Комплексная защита персональных данных в администрации Саткинского муниципального района.
* Стратегической целью является создание информационного общества. Согласно постановлению администрации Саткинского муниципального района от 25.02.2011 г. № 232 "Об основных направлениях развития Саткинского муниципального района на 2011-2015 годы по эффективной реализации Стратегического плана развития Саткинского муниципального района до 2020 года".
	1. Основными задачами Программы являются:
* Создание необходимого уровня безопасности при обработке конфиденциальной информации, в соответствии с требованиями Федерального закона №152-ФЗ «О персональных данных», в частности, защитить персональные данные от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения и других неправомерных действий за счет современных способов защиты информации;
* Обеспечить обновление ИКТ-оборудования и иной сопутствующей офисной техники;
* Обеспечить эксплуатацию в информационных системах и базах данных сертифицированного и лицензионного программного обеспечения (далее – ПО), обеспеченного технической поддержкой со стороны разработчиков данного ПО;
* Обеспечить обновление и приобретение лицензий на право использования антивирусных, антиспаммерских и антишпионских программных комплексов;

**РАЗДЕЛ III. ОПИСАНИЕ ОЖИДАЕМЫХ РЕЗУЛЬТАТОВ РЕАЛИЗАЦИИ ПРОГРАММЫ И ЦЕЛЕВЫЕ ИНДИКАТОРЫ**

* 1. В результате реализации мероприятий Программы предполагается:
* Обеспечение конституционных прав граждан в области защиты их персональных данных от преступных посягательств (реализация конституционных положений, закрепляющих право каждого гражданина на неприкосновенность частной жизни);
* Повышение авторитета, деловой репутации, степени доверия и престижа администрации Саткинского муниципального района в части качества обработки персональных данных;
* Недопущение судебных исков к администрации Саткинского муниципального района в части нарушений прав субъектов персональных данных на неприкосновенность частной жизни;
* Обеспечение гарантированной надежности и сохранности персональных данных;
* Обеспечение стабильности и устойчивости существующих информационных систем и баз данных;
* Создание комфортных условий работы специалистов администрации, использующих информационно-коммуникационные технологии.
	1. Планируемые значения по индикативным показателям в разбивке на 2012 год, финансирование за счет бюджета Саткинского муниципального района.
		1. По задаче №1: Создание необходимого уровня безопасности при обработке конфиденциальной информации, в соответствии с требованиями Федерального закона №152-ФЗ «О персональных данных», в частности, защитить персональные данные от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения и других неправомерных действий за счет современных способов защиты информации:
* Доля специалистов администрации Саткинского муниципального района, обрабатывающих персональные данные на защищенных информационных системах:

- 2012 год – 100%, достижение показателя за счет бюджета Саткинского муниципального района.

Данный показатель определяется как отношение количества специалистов администрации Саткинского муниципального района занимающихся обработкой ПДн на общее количество автоматизированных рабочих мест, которые необходимо защитить в соответствии с Федеральным законом №152-ФЗ «О персональных данных».

* + 1. По задаче №2: Обеспечить обновление ИКТ-оборудования и иной сопутствующей офисной техники:
* Количество установленных источников бесперебойного питания (ИБП):

- 2012 год – 9 штук, достижение показателя за счет средств Саткинского муниципального района.

* Количество аппаратных комплексов, являющихся неотъемлемой частью автоматизированного рабочего места (АРМ):

- 2012 год – 6 штук, достижение показателя за счет средств бюджета Саткинского муниципального района.

* Количество установленных копировально-печатающих устройств:

- 2012 год – 2 штуки, достижение показателя за счет средств Саткинского муниципального района.

* + 1. По задаче №3: Обеспечить эксплуатацию в информационных системах и базах данных сертифицированного и лицензионного программного обеспечения (далее – ПО), обеспеченного технической поддержкой со стороны разработчиков данного ПО:
* Количество установленных лицензий на право использования операционных систем Windows PRO 7, являющихся неотъемлемой частью АРМ:

- 2012 год – 5 штук, достижение показателя за счет средств бюджета Саткинского муниципального района.

* Количество установленных лицензий на право использования приложения Office 2010 Russian:

- 2012 год – 5 штук, достижение показателя за счет средств бюджета Саткинского муниципального района.

* + 1. По задаче №4: Обеспечить обновление и приобретение лицензий на право использования антивирусных, антиспаммерских и антишпионских программных комплексов:
* Количество установленных лицензий на право использования антивирусного сертифицированного ФСБ и ФСТЭК России программного обеспечения:

- 2012 год – 1 штука, достижение показателя за счет средств бюджета Саткинского муниципального района.

* 1. Перечень индикативных показателей отражен в приложении №1.

**РАЗДЕЛ IV. ПЕРЕЧЕНЬ И ОПИСАНИЕ МЕРОПРИЯТИЙ ПРОГРАММЫ**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **№** | **Наименование мероприятия** | **Заказчик** | **Ответственные** | **Индикаторы и показатели** | **Срок исполнения** | **Объем финансирования, тыс. руб.** |
|  | Организация обеспечения безопасности, в т.ч. техническая защита персональных данных | Администрация Саткинского муниципального района | Отдел пресс-службы и информационных технологий | Доля специалистов администрации Саткинского муниципального района, обрабатывающих персональные данные на защищенных информационных системах:2012 год – 100% | 2012 год1-3 квартал | 200 |
|  | Обновление ИКТ-оборудования и иной сопутствующей офисной техники | Администрация Саткинского муниципального района | Отдел пресс-службы и информационных технологий | Количество установленных источников бесперебойного питания (ИБП):2012 год – 9 шт. | 2012 год1 квартал | 18 |
| Количество аппаратных комплексов, являющихсянеотъемлемой частью автоматизированногорабочего места (АРМ):2012 год – 6 шт. | 2012 год1-2 квартал | 132,8 |
| Количество установленныхкопировально-печатающих устройств:2012 год – 2 шт. | 2012 год1-2 квартал | 38 |
|  | Внедрение в информационные системы и базы данных сертифицированного и лицензионного программного обеспечения | Администрация Саткинского муниципального района | Отдел пресс-службы и информационных технологий | Количество установленных лицензий на право использования операционных систем Windows, являющихся неотъемлемой частью АРМ:2012 год – 5 шт. | 2012 год1-2 квартал | 36,2 |
| Количество установленных лицензий на право использования приложения Office 2010 Russian:2012 год – 5 шт. | 2012 год1-2 квартал | 35 |
|  | Обновление и приобретение лицензий на право использования антивирусных, антиспаммерских и антишпионских программных комплексов | Администрация Саткинского муниципального района | Отдел пресс-службы и информационных технологий | Количество установленных лицензий на право использования антивирусного сертифицированного ФСБ и ФСТЭК России программного обеспечения:2012 год – 1шт. | 2012 год1 квартал | 76 |
|  | **Итого:** | **536** |

**РАЗДЕЛ V. СРОКИ РЕАЛИЗАЦИИ ПРОГРАММЫ**

|  |  |
| --- | --- |
| **Наименование мероприятия** | **Сроки** |
|
| **Организация обеспечения безопасности,****в т.ч. техническая защита персональных данных** |
| - Предпроектный этап | 2012 год, 1 квартал |
| - Определение перечня защищаемых информационных ресурсов и технических средств | 2012 год, 1 квартал |
| - Классификация и категорирование объектов информатизации | 2012 год, 1 квартал |
| - Разработка технического задания на создание СЗПДн | 2012 год, 1 квартал |
| - Стадия разработки СЗПДн | 2012 год, 1-2 квартал |
| - Стадия ввода в действие СЗПДН, включающая закупку сертифицированных серийно выпускаемых технических и программных средств защиты информации их установку, опытную эксплуатацию | 2012 год, 2-3 квартал |
| - Аттестация ИСПДн на их соответствие установленным требованиям | 2012 год, 2-3 квартал |
| **Обновление ИКТ-оборудования и иной сопутствующей офисной техники** |
| - Закуп и установка источников бесперебойного питания (ИБП) | 2012 год, 1 квартал |
| - Закуп и установка аппаратных комплексов, являющихся неотъемлемой частью автоматизированного рабочего места (АРМ) | 2012 год, 1-2 квартал |
| - Закуп и установка копировально-печатающих устройств | 2012 год, 1 квартал |
| **Внедрение в информационные системы и базы данных сертифицированного и лицензионного программного обеспечения** |
| - Закуп и установка лицензий на право использования операционных систем WindowsPRO7 | 2012 год, 1-2 квартал |
| - Закуп и установка лицензий на право использования приложения Office 2010 Russian | 2012 год, 1-2 квартал |
| **Обновление и приобретение лицензий на право использования антивирусных, антиспаммерских и антишпионских программных комплексов** |
| - Закуп и установка лицензий на право использования антивирусного сертифицированного ФСБ и ФСТЭК России программного обеспечения | 2012 год, 1 квартал |

**РАЗДЕЛ VI. ОПИСАНИЕ СОЦИАЛЬНЫХ, ЭКОНОМИЧЕСКИХ И ЭКОЛОГИЧЕСКИХ ПОСЛЕДСТВИЙ РЕАЛИЗАЦИИ ПРОГРАММЫ**

* 1. Реализация комплекса мероприятий в рамках Программы окажет комплексное воздействие на сферу муниципального управления в администрации Саткинского муниципального района.
	2. Социальный эффект:
* За счет применения новых технологий и оборудования, стабильной работы информационных систем и баз данных сократится время простоя в работе муниципальных служащих из-за отвлечения на непрофильную работу (восстановление данных, замену оборудования).
	1. Экономический эффект:
* За счет сокращения простоя в работе увеличится экономическая эффективность труда муниципальных служащих.
* За счет применения современных видов оборудования будет достигнут эффект уменьшения энергозатрат в расчете на условную единицу труда муниципального служащего.
	1. Общая оценка вклада Программы:
* За счет обновления парка персональных компьютеров, сопутствующего офисного и сетевого оборудования повысится надежность работы информационно- коммуникационной системы администрации.
* За счет обновления и приобретения нового программного обеспечения повысится производительность работы муниципальных служащих, использующих информационно-коммуникационные технологии.
* За счет внедрения средств антивирусной и антихакерской защиты, а также резервирования и криптографической обработки информационных баз данных повысится надежность и безопасность работы всех рабочих мест и информационных систем, использующих информационно-коммуникационные технологии.
	1. Риски по реализации Программы связаны с несколькими вариантами внедрения программных мероприятий:
* Недостаточности или отсутствие финансирования программных мероприятий.
* Некачественное исполнение программных мероприятий (отклонение от заявленных характеристик внедряемого оборудования и программного обеспечения).
* Исключение или неполное исполнение мероприятий по обучению муниципальных служащих безопасным методам работы с информационными системами и базами данных.
	1. Во всех вышеуказанных вариантах присутствует риск не достижения ожидаемого эффекта от внедрения ведомственной Программы.

**РАЗДЕЛ VII. МЕТОДИКА ОЦЕНКИ ЭФФЕКТИВНОСТИ РЕАЛИЗАЦИИ ПРОГРАММЫ**

* 1. Оценка достижения плавных индикативных показателей находится как отношение фактического значения к плановому, т.к. превышение факта над планом является положительной тенденцией.

Оценка достижения плановых индикативных показателей (ДИП)\*

=

Фактические индикативные показатели

Плановые индикативные показатели

Оценка полноты использования бюджетных средств (ПИБС)

=

Плановое использование бюджетных средств

Фактическое использование бюджетных средств

Оценка эффективности использования бюджетных средств по мероприятиям Программы (О)

ДИП (оценка достижения плановых индикативных показателей

О

=

ПИБС (оценка полноты использования ресурсов)

Оценка эффективности по Программе в целом равна сумме показателей эффективности по мероприятиям Программы

|  |  |
| --- | --- |
| Значение О | Эффективность использования бюджетных ресурсов |
| Более 1,4 | Очень высокая эффективность использования расходов (значительно превышает целевое значение) |
| От 1 до 1,4 | Высокая эффективность использования расходов (превышение целевого значение) |
| От 0,5 до 1 | Низкая эффективность использования расходов (не достигнуто целевое значение) |
| Менее 0,5 | Крайне низкая эффективность использования расходов (целевое значение исполнено менее чем наполовину) |

**РАЗДЕЛ VIII. РЕСУРСНОЕ ОБЕСПЕЧЕНИЕ**

* 1. При планировании ресурсного обеспечения Программы учитывались реальная ситуация в финансово-бюджетной сфере района и страны.
	2. Финансирование мероприятий Программы будет осуществляться за счет средств бюджета Саткинского муниципального района.
	3. Общий объем финансирования Программы в 2012 году составляет 536 тыс. рублей.
	4. Объемы финансирования Программы за счет средств бюджета Саткинского муниципального района приведены в разделе IV.

**РАЗДЕЛ IX. ОРГАНИЗАЦИЯ УПРАВЛЕНИЯ И МЕХАНИЗМ РЕАЛИЗАЦИИ**

* 1. Ведомственная целевая Программа реализуется на действующей нормативно-правовой базе, основанной на Конституции Российской Федерации, федеральных законах, указах Президента Российской Федерации и постановлениях Правительства Российской Федерации, нормативно-правовых актах Челябинской области и Саткинского муниципального района по вопросам решения актуальных проблем социально-экономического развития района.
	2. Механизм реализации Программы отражает ее комплексный характер и координирующую роль по дополнению и согласованию других муниципальных целевых, ведомственных, отраслевых, региональных Программ. Средства муниципального бюджета будут в первую очередь использованы на информатизацию администрации Саткинского муниципального района и создание общих предпосылок к развитию информационного общества, в частности на развитие инфраструктуры.
	3. Бюджетные средства будут выделяться на приоритетные направления поэтапно с учетом результатов пилотных проектов и хода реализации мероприятий Программы.
	4. Содержание и объемы финансирования мероприятий, реализуемых в течение 2012 года, будут уточняться ежегодно на основе мониторинга выполнения программных мероприятий и оценки их эффективности.
	5. После утверждения в установленном порядке Программы, администрацией Саткинского муниципального района, в лице отдела пресс-службы и информационных технологий осуществляется конкурсный отбор исполнителей (организаций) с целью наиболее выгодного размещения заказов на поставку продукции по каждому программному мероприятию.
	6. С организациями, которые способны осуществить мероприятия Программы на наиболее выгодных условиях, администрация Саткинского муниципального района заключает муниципальный контракт.
	7. Отбор организаций для выполнения Программных мероприятий осуществляется в соответствии с федеральным законодательством, а также соответствующими нормативно-правовыми актами Челябинской области и Саткинского района о муниципальных поставках. При этом в финансирование соответствующих мероприятий Программы будет заложены расходы на проведение конкурсных процедур.
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